**LM 10. Wireless Security Audit**

1. **LM10. Student Learning Outcomes**

After completing this module, a student will be able to:

* Explain what security audit is
* Identify the types of security audit
* Discuss the best practices for security audit
* Discuss the purpose of security audit
* Discuss the tools used for security audit

1. **LM11. Learning Material & Study Guide**

* Explain what security audit is – concentrate on the reason for security audit and steps for security audit.

<https://searchcio.techtarget.com/definition/security-audit>

* Identify the types of security audit – types of security audit section

<https://searchsecurity.techtarget.com/IT-security-auditing-Best-practices-for-conducting-audits>

* Identify the best practices for security audit – when is a security audit is needed and what systems does an audit cover section

<https://searchsecurity.techtarget.com/IT-security-auditing-Best-practices-for-conducting-audits>

* Discuss the purpose of security audit – Why do a security audit section

<https://searchsecurity.techtarget.com/IT-security-auditing-Best-practices-for-conducting-audits>

* Discuss the tools used for security audit

<https://www.tutorialspoint.com/wireless_security/wireless_security_tools.htm>